
DISTANCE EDUCATION COURSE 
PRIVACY STATEMENT 

 



Institute affiliated sites, MMI is not responsible for the privacy practices of those 

sites.  

 

2. Protection of Student Information  

Since Blackboard is password-protected, the only students who have access to 

online courses are those students who are officially enrolled in an online course. The 

work that students submit through Blackboard will remain in the course until the 

course is deleted from the server.  Information is not stored on MMI’s campus since 

modern software, including most LMS systems, is moving to a Software as a Service 

(SaaS) model, under which software is hosted in central servers in the “cloud”. All 

information stored in Blackboard Learn is stored and backed up in secure data 

centers run by Amazon Web Services (AWS) in the United States. The AWS system is 

secure because all data flowing across the global network that interconnects AWS 

datacenters and regions is automatically encrypted 2 Tm612s



whenever they choose in Blackboard. Students have access to past courses until the 

courses are either deleted from the server or the instructor or system administrator 

makes the courses unavailable to students, which is standard practice at the end of 

each semester.  

5. Modification to this Statement  


